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The aim of the Cortex range is to provide a British designed and produced CCTV security solution; 

to meet the requirements for all installation types, from small domestic installations to high end 

secure facilities that require a graded product. 

The Cortex range consists of cameras and NVRs designed to work together reliably and enable 

installers and users an easy, straightforward experience. 

Cortex products are developed on behalf of Qvis, and our NVRs are produced in the UK. 

Cortex NVR software is proprietary. 

Cortex camera firmware is proprietary. 

Cortex servers are all based in the UK. 

This allows Qvis to control all paths of communication to the NVR externally, and from the NVR to 

the cameras to ensure that all data is secure and complies with UK GDPR and BS EN 62676. 

In developing the products, we selected the most suitable hardware to allow maximum performance 

while maintaining a cost-effective solution. 

For example: 

The Patriot and Admiral NVRs have a 906mbps bandwidth. 

Our NVRs are 4K compatible and can display up to 32 channels of 4K video simultaneously. 

Our NVRs will work with any ONVIF camera from version 2 onwards (video and audio only) 

We have a range of AI capable functions that include (but are not limited to): 

Intrusion detection. 

Virtual tripwires. 

ANPR solutions. 

AI Deep learning and Smart analytics. 

We also provide software for our products at no extra charge, and do not charge a licence fee for 

camera use. 

We have a dedicated mobile app called Cortex Go, available on iPhone and Android devices, and all 

the P2P servers are UK based. 

We also undergo regular cyber security checks to unsure the safety of any data and to ensure the 

security of the system from unauthorised access. This is covered by the ETSI EN  
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This document primarily covers the following products. 

Cortex Admiral NVR (all configurations) 

Cortex Patriot NVR (all configurations) 

Cortex Commander NVR (all configurations) 

Cortex 8mp IP turret camera (motorised and fixed lens) 

Cortex 8mp IP bullet camera (motorised and fixed lens) 

Cortex 8mp IP vandal dome (motorised and fixed lens) 

Cortex 5mp IP active deterrent camera 

Cortex 5mp IP turret camera (motorised and fixed lens) 

Cortex 5mp IP bullet camera (motorised and fixed lens) 

Cortex 5mp IP vandal dome (motorised and fixed lens) 

Cortex 4mp IP Full Colour turret camera 

Cortex 4mp IP PTZ 

Cortex 4mp IP active deterrent PTZ 

Cortex IP ANPR camera 

Cortex IP Fisheye cameras 

Cortex managed network switches. 

Cortex unmanaged network switches. 

Cortex CVMS software 

Cortex Go app. 
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Configurations 

We provide a range of Cortex products to allow multiple configurations for installation. 

When using IP cameras, we always recommend a Gigabit backbone across the site to allow data to 

flow without bottlenecks in the network. To assist with this, all Cortex switches have at least one 

gigabit uplink port. 

Our managed switches are designed to allow the installer to configure individual ports, lock out 

unused ports, and allow management of the cameras from a central point. 

The NVRs can locate, readdress, reconfigure and add cameras to an NVR using our proprietary plug 

and play protocol. 

Example of recommended configuration: 
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British Standard: BS EN 62676 

The Cortex Admiral and Cortex Patriot are suitable for use in a Grade 2 system* under the British 

standard BS EN 62676. 

The Cortex Admiral and Cortex Patriot are suitable for use in a Grade 3 system* under the British 

standard BS EN 62676. 

Design of the product has taken into consideration the requirements under the British Standards 

requirements for: 

Storage of data: 

  Labelling of data and manipulation protection. 

  Data authentication. 

  Backup and restoration of data. 

  Archiving and backup. 

System requirements: 

  System logs. 

  Time synchronisation. 

  Code requirements. 

  Alarm related information. 

  Notification handling. 

Image handling. 

Other Hardware: 

  Managed network switches can be programmed and have their own fault reporting. 

 

 

 

*this product can be used as part of a graded system. The actual grading of the entire system 

depends on other installation factors and overall design of the installation. The advantage of 

purchasing a grade 2 or 3 compatible system is that the capability of the product is documented and 

will not need to be assessed further during the design phase. 

   

  



7 
 

SOP-003-Cortex Information ver:005  09/05/2024 

   



8 
 

SOP-003-Cortex Information ver:005  09/05/2024 

 

 

  



9 
 

SOP-003-Cortex Information ver:005  09/05/2024 

 

  



10 
 

SOP-003-Cortex Information ver:005  09/05/2024 

 

 

 

General Data Protection Regulation (GDPR) 

All our hardware is suitable under UK and European GDPR for domestic and commercial 

installations. 

All equipment has at least 1 layer of authentication required to access it. 

Any other GDPR compliances are down to the installer and the on-site users. 

 

UK Conformity assessed (UKCA) Conformité Européenne (CE) 

The Cortex Patriot and Cortex Admiral are built in the UK at our Havant facility and have all 

documentation present and correct to conform with the UKCA criteria. They also meet the criteria 

for the European CE marking. 

The Cortex branded cameras incorporate some Chinese components in their construction but due 

to the nature of the firmware and the paths of communication, they can be considered as a UK 

controlled product and suitable for UK installations. 

The Declarations of conformity for the Cortex Admiral and Cortex Patriot follow this page. 
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UK PSTI 2023 

(Product Security and Telecommunications Infrastructure) 

 

This is a regulation brought into law by the UK Government on the 29th of April 2023. 

It is used to ensure that any network connectable product adheres to minimum specifications to 

maintain cyber security. 

The Cortex range of products meet the regulations by following the below requirements. 

 

 

Schedule 1 specifies security requirements that relate to manufacturers of relevant connectable 

products which includes the Puretech brand and its subsidiaries. This includes the following: 

1. Password is unique per device or defined by the user of the device, and the password which is 

unique per device is generated by using a security mechanism that reduces the risk of automated 

attacks against a class or type of device. 

2. Users can report vulnerabilities to Puretech at https://puretechsecurity.co.uk/security-centre-

puretech and we will respond to any report within 2 business days. 

3. Puretech will provide security updates for our products during the pre-defined minimum support 

period. The minimum support period is defined as: 

 3 years after the last sale, by Puretech of a particular series and model  

 

This regulation is also supported by the qualification and certification under ETSI EN 303645  
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ETSI EN 303645 

(European Telecommunications Standards Institute) 

 

This is a European standard that covers the Cyber Security for IoT devices. 

 

To meet these regulations, the following tests were carried out by an independent, qualified testing 

house. 

Open-source intelligence gathering 

Social engineering intelligence gathering 

Blackbox external attacks 

Blackbox internal attacks 

 

Other processes are also required to be in place, and we have implemented the following: 

Mandatory changes of the default admin password. 

Keep personal data secure. 

Maintain secure communication. 

Ensure software integrity. 

Keep software updated. 

Minimize exposed attack points. 

 

After extensive testing the Cortex Patriot and Cortex Admiral recording systems were unable to 

be breached by any hacking attempt both locally and externally, and as a result we can guarantee 

the software security and integrity of our hardware and software platforms. 
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United Kingdom Procurement Act 2023 

  

In October 2023 the UK parliament introduced a new bill that outlines how public contracts are to be 

awarded and managed. 

One of the items introduced in this bill is the ability for the UK Government to add certain suppliers 

to a debarment list. This list would mean that certain suppliers would not be allowed to be used in 

certain public contracts. Examples of this are under the policies clear definition of ‘sensitive sites’. 

These included any building or complex that routinely holds secret material or above, 

any location that hosts a significant proportion of officials holding developed vetting clearance, 

 any location which is routinely used by Ministers, 

 and any government location covered under the Serious Organised Crime and Police Act 2005. 

 

Under this policy any Cortex product is valid for use in any of the above condition. 

Some Cortex range cameras may have their hardware assembled in China but due to the nature of 

the UK Firmware and the means of communication with a Cortex NVR they are deemed cyber 

secure and do not pose a threat to national security. 

This has been further proved with the ETSI certification and penetration testing that the units have 

undergone. 
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NDAA Compliance 

 

What is NDAA 

NDAA is the National Defence Administration Act of the United States of America 

This means that any building or company that receives direct funding from the Federal Government 

of the United Sates of America must abide by Congresses decision to stop using certain 

manufacturers. 

Here in the UK and Ireland we are not funded by the U.S Federal Government so NDAA doesn’t apply 

to the UK, Ireland, or Europe. 

Here in the UK, we must adhere to the British standards mentioned previously. 

 

NDAA Approval 

 

The Cortex Patriot and Cortex Admiral recording systems are suitable for use in an NDAA 

environment and meet the criteria set out by section 889 of the National Defence Administration Act 

of the United States of America 
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